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ABSTRACT----Wireless communication 

systems, multi-input multi-output 

(MIMO) technology has been field-

programmable gate array (FPGA)-based 

software defined radio (SDR). The 

implementation of digital FTS in SDR 

platform is purely a new kind.  Software 

Defined Radio (SDR) platform which 

replaces a multiple platform-based system 

with a single platform. In the existing 

system only one flight can be controlled 

but in the proposed system more than one 

flight can be controlled. As computer 

systems become more pervasive and 

complex, security is increasingly 

important. This paper attempts to 

develop a simple, stronger and safer 

cryptographic algorithm which would not 

only be a secure one, but also reduces 

total time taken for encryption and 

decryption.  In the existing system, there 

are some security issues. Hence in order 

to provide security mechanism, we 

propose an algorithm called Modified 

Tiny Encryption Algorithm (MTEA).  

The modified algorithm MTEA is a new 

secret-key block cipher of 64 bit that uses 

good features of Tiny Encryption 

Algorithm (TEA). TEA consumes more 

time and security level is very low. So, I 

go for MTEA. In this paper i have use 

MIMO wireless based cryptosystem. 

Keywords: Multi-input multi-output (MIMO), 

Modified or extended tiny encryption algorithm 

(MTEA), software defined radio (SDR), Flight 

termination system (FTS). 

I.INTRODUCTION 

    The Key Generation unit is to provide the 

key for the Plain text. It is encrypted using Tiny 

Encryption Algorithm and transmitted either 

serial or wireless. Decryption unit is to decrypt 

the encrypted text to plain text by verifying the 

secure key. I design a short program which will 

run on most machines and encipher safely. It 

uses a large number of iterations rather than a 

complicated program. It is hoped that it can 

easily be translated into most languages in a 

compatible way. The first program is given 

below. It uses little set up time and does a weak 

non linear iteration enough rounds to make it 

secure.  
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II.PROPOSED SYSTEM 

        For achieving the faster communication 

most of confidential data transmitted through 

the network.  Cryptographic algorithms are 

used to improve the security.  These algorithms 

are classified into symmetric and asymmetric. 

The symmetric cipher is further classified into 

stream and block ciphers. The exponential 

growth in the ways and means by which people 

need to communicate-data communications, 

voice communications, video communications, 

broadcast messaging, command and control 

communications, emergency response 

communications. Software defined radio (SDR) 

technology brings the flexibility, cost 

efficiency and power to drive communications 

forward, with wide-reaching benefits realized 

by service providers and product developers 

through to end users. It consists of three units: 

Key generation Unit, Encryption unit and 

decryption unit. Key generation unit is to 

generate the key and these keys are sending 

along with cipher text. Modified TEA is used 

for encryption of the text. Then decryption unit 

for decrypting the cipher text and convert that 

to plain text. 

A.MODIFIED TINY ENCRYPTION 

ALGORITHM (MTEA) 

         Modified Tiny Encryption Algorithm 

(MTEA) is a block cipher designed to correct 

weaknesses in TEA. This also uses the same 

three primitive operations like TEA. Plain text 

blocks size -64bits.Key size is 128 bits.32 

rounds of operation. 
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        Fig 1.Block Diagram of  Proposed System  

            Initially 64-bit input data is divided into 

two  32-bit  data namely input1 and 

input2.Then input 2 is rotated left and right by 

4 and 5 bits and saved in different registers. 

These 2 data are XORed and added with 

original input2.128-bit key is XORed with a  

constant(delta) and added with the previous 

data. Finally this data is added to input1 and 

then input1 and input2 are interchanged. 

III.SOFTWARE DEFINED RADIO 

        A number of definitions can be found to 

describe Software Defined Radio, also known 

as Software Radio or SDR. The SDR Forum, 

working in collaboration with the Institute of 

Electrical and Electronic Engineers P1900.1 

group, has worked to establish a definition of 

SDR that provides consistency and a clear 

overview of the technology and its associated 

benefits. Over-the-air or other remote 

reprogramming, allowing "bug fixes" to occur 

while a radio is in service, thus reducing the 
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time and costs associated with operation and 

maintenance.  

 A. Software Defined Radio - Rate of 

Adoption 

           The SDR Forum commissioned a 

number of research reports in 2006 to 

evaluate the adoption of SDR technologies 

in various markets. The results of these 

studies demonstrated that, in certain 

markets, SDR is moving beyond the 

innovators and early adopters as defined by 

Geoffrey Moore in “Crossing the Chasm” 

into the early majority phase. 

        
Fig 3.SDR Adoption 

  
Figure 2. Software Defined Radio – Value 

Chain 

IV. RESULTS AND DISCUSSION 

Fig (a) Encipher 

 Fig(b)Decipher 

 Fig(c) Original Data 

 

In the fig (a), encryption is done. Input 1, 

input 2 and key is given and the resulting 

enc1 and enc2 are noted. In the fig (b) and 

fig (c), decryption is done. The noted enc1 

and enc2 is given to input 1 and input 2 

respectively. We have to note that in fig (b), 

different key is given that is the key used in 

fig (a) is not given. So the output will be 

0.When the key used in the fig (a) is given 

then the input data from the fig (a) is 

displayed as output for fig (c).   

 

Fig 1. Comparison of the MTEA and TEA 

results 

V.CONCLUSION 

       This project have implemented MTEA 

algorithm suitable for short distance 

communication. MTEA architecture is well 

suited for devices in which low cost and low 

power consumption are desired. The 

proposed folded architecture achieves good  

performance and occupies less area than 

TEA. I have compared size, complexity and 
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security level of TEA and MTEA crypto 

system. This paper improved the size and 

security level. Complexity level of MTEA is 

reduced. Which was compared using graph. 

The encryption speed, functionality, and 

cost make this solution perfectly applicable 

for resource constrained applications passive 

RFID and wireless sensor networks. 
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